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PIM – Test cases

Test Cases

# Log in test cases

## Admins log in

Test: Ensure that admin privileges are assigned to managers and the correct credentials are entered before accessing the system

A user with admin privileges attempts to access the system, they enter their user credentials and agree to the LESPI conditions of accessing the system. If the credentials are correct, they will proceed onto the further program being granted admin privileges and their name states onto the page to furth confirm the user connected. If the user credentials are incorrect, they will be prompted to retry log in attempt stating that either login or password is incorrect.

## User log in

Test: ensure that basic user privileges are assigned and that the correct credentials were entered before accessing the system.

A user with basic user privileges attempts to log into the system, they enter their credential information. This information will be checked against a known user database and if the results return a positive user with the correct password the user will be allowed to enter the system with basic user permissions. If the user entry details are incorrect, they will be refused from accessing the system and need to retry login.

## Nonusers log in

Test: ensure that incorrect details are refused access into the system.

A user with no known user credentials attempts to log into the system, they will only be notified that their credentials are incorrect to avoid fishing attempts on employee data.

# Adding users

## Admin adding users.

Test: ensure that admins can add new users, and that when added they appear in the database.

When an admin is currently logged in their privilege levels allow the adding of additional users. When the user attempts to add an employee, this employee must be given a unique employee number with all other details being entered into the relevant boxes, all fields must contain data – else the employee will not be added into the database. If all fields are entered, they will be processed to ensure that the data is in the expected format. If data is in the correct format the employee will not be added. If the data is in the correct format the employee will be added into the database, the employee will appear when the program has been restarted.

## User adding new users.

Test: Ensure basic privilege levels cannot add users.

A basic privilege level employee will be prevented from adding any additional users.

# Removing users

## Admin removing users.

Test: Admins can remove employee data, and when removed this data is deleted form the database

When the currently logged in employee has admin privileges, they will be able to delete other employees from the database. To do this the admin must select the user to delete and confirm the deletion when presented with the options. If the admin agrees to the deletion the employee will be removed from the database regardless of privilege level. The admin is unable to remove themselves from the database. If the admin refused the deletion, then no data will be removed from the database.

## Users removing users.

Test: basic privilege levels cannot remove users

Basic privilege level employees will be unable to remove any employees from the database.

# Viewing data

## Any user privilege level viewing data

Test: All privilege levels can view data, that all data from database is shown, and when searched the correct results are displayed onto the screen.

All privilege levels have the same access to viewing employee data stored in the databases. When a user accesses the system, all data will be drawn from the company database and updated into boxes shown on screen. When adding or removing employees this data will be updated when the program is restarted. When a user searches the data from an employee number or employee name, all search results will be shown in the text boxes which once contained all user data. When the user has finished with their search the data boxes will be updates with the database contents.